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Paccmampusaemca 3a0aua pazpabomku a0anmuHbix MamemMamuieckux mooeuel u aicopummos 0
obecneyenus Kubeppusuueckol 6e30nacHOCMU U ONMUMUSAYUYU 83AUMOOCUCMEUS] UHMENLEKMYATbHbIX 00b-
exmos 6 cemsax npomviuiiennoco Unumepnema eeweti (IloT). Ilenvto pabomel s6r1semcs cozoanue dHep-
209(hheKmuUBHbIX U YCMOUUUBLIX K COOSIM U amaKam peuterutl 01 YNpasieHus cemesvim mpapuxom, 3auu-
mbl MUKDOKOHMPOIIEPOS U OMCIeAHcU8anus obvekmos. Pazpabomana adanmusnas mMoO0enb YRpasnieHus
mpaghuxom Ha ocHose epagosvix Helponuvix cemei (GNN), obechewusaiowjas CHUdMCEHUE 300epiceKk HA
15— 20 % u snepeonompebnenus na 10 — 15 % no cpasnenuio ¢ npomoxonamu AODV u RPL, npomecmupo-
sannas 6 cpede NS-3. Ilpeonoscenvt memoodvl Kubepbe30nacHoCmu MUKPOKOHMPOIEPOS, GKIIOUAIOWUe A~
eopumm mauwturno2o ooyuenusi (LSTM) ons obnapyscenus anomanui ¢ mounocmoio 95 % u kpunmoepagu-
YeCKYI0 3auumy npowueox, npomecmuposantvie Ha niamgopme STM32 6 smynsmope QEMU. Paspaboma-
Ha moodenv unmeepayuu RFID u 6noxueiina 0ns omceaedcusanus 00vekmosg ¢ mounocmvio 99 % u snepeono-
mpebnenuem mernee 5 Bm, npomecmuposannas na Hyperledger Fabric. Cozdan ancopumm KOMRIEKCHOU
oyenku dghgexmuenocmu lloT, odvedunsrowull nokazamenu 6€30NACHOCMU, IHEPLONOMPEOIeHUs U NPOU3-
g6ooumenvHocmu ¢ moyrHocmoio npozrnoza 90 %. Onpedensgemcs enuAnue 2emepo2eHHOCMU cemel, napa-
Mempos8 NPOMOKON08 U MEeXHONIO2UN HA KIoYesble MEMPUKU NPou3gooumenvHocmu u 6esonacthocmu. Ilpax-
MuUYecKas 3Ha4UMOCHb 3aKAI0YAeMCa 8 B03MONCHOCINU 8b100pa ONMUMANLHBIX MEXHOI02UU U NO8bIULEHUU
bezonacrhocmu u d¢pgpexmusnocmu lloT-cucmem.

Knrouesvie cnosa: npomviuinennviti Unmepnem gewei (IloT), aoanmusnvie mamemamuueckue mMooenu,
Kubepgusuueckas bOezonacrocmn, epagosvie Hetipounvie cemu (GNN), mawunnoe obyuenue (LSTM),
Mapuwpymuzayusl, 9HepeoIPHeKmusHOCmy, KUOEpOe30nACHOCHb  MUKPOKOHMPOLLEPOs, Kpunmozpagus,
RFID, 6noxueiin, Hyperledger Fabric, xomnnexcuas oyenxa, kiaccugpuxayusi npomokonos, NS-3, STM32,
OEMU.
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BBenenune

[Ipombiniennsii UaTepuer Beweit (IloT) tpancopmupyer mpou3BOACTBEHHBIE MPOLECCHI,
oOecrnieunBasi MHTEIUIEKTYalbHOE B3aUMO/IEHCTBUE YCTPOMCTB B T€TEPOreHHbIX ceTax. OnHaKko poct
qyclia MOJKIIOUYEHHBIX 00BEKTOB YBEIMYMBACT PUCKU KHOEPYrpo3, NOBBILIIAET TPEOOBaHUS K SHEP-
ro3¢gGeKTUBHOCTH M YCIIOXKHSET YIPABICHHE CETEBHIM TpadukoMm. Pa3paboTka aganTHUBHBIX MaTe-
MAaTUYECKHX MOJEJIICH M alTOPUTMOB, CHOCOOHBIX OJHOBPEMEHHO obecreunBath KuOepdusnye-
CKyI0 0€30I1aCHOCTh, ONTUMHU3UPOBATH MPOU3BOAUTEIHHOCTE U MUHUMHU3UPOBATH dHEPronoTpedie-
HUE, SIBISIETCSA aKTyaJbHOM HayuHOU 3amayeil. Ocoboe 3HaueHHEe NPUOOPETAIOT METOMAbI, YUUThIBA-
romue rereporeHHocTh 10T, BriItoUaronyro pasHooOpasre mMpoTOKOJIOB, YCTPOUCTB M TEXHOJIOTHH,
takux kak RFID u Giok4eiin.

B crarbe mpencTaBieHbl pe3ysbTaThl UCCIIEOBAHUS, HAMIPABIEHHOTO HA PEIICHHE 3THUX IPO-
6nem. Pa3paboTaHbl ajanTHUBHBIE MOJENIN YIPABJIEHUS CETEBBIM TpaUKOM Ha OCHOBE I'padoBbIX
HelipoHHbIX ceteil (GNN), meTopl KubepOe30nacHOCTH MUKPOKOHTPOJIIIEPOB € HCIOJIb30BAHUEM
MaunHHoro ooydenus (LSTM) u kpunrorpaduu, a Taxke moaens uaterpanuu RFID u 6mokueiitna
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Ui 3HEprodMPEeKTUBHOTO OTCIIEKUBAHUSA 00bEKTOB. [IpeokenHsl aIropuT™M KOMIUIEKCHOHM OLIEH-
ku 3pdextuBHocTH 10T, oObenunsIONMIT TOKa3aTeTn OE30MaCHOCTH, YHEPTOMOTPEOICHUS U TIPO-
W3BOJIUTEIBHOCTH, U KJIacCU(UKaLKs MPOTOKOJIOB, YUUTHIBAIOIIAs UX rereporeHHocTs. HoBu3Ha
paboThl 3aKIII0YaeTCA B UHTErpallii COBPEMEHHBIX METOJIOB UCKYCCTBEHHOT'O MHTEIIEKTa, KPUIITO-
rpaduu u 6oK4eiHa JUIst MOoBbIIeHUsT ycToMunBoCcTH U 3 dexkruBHocTu [loT-cuctem.
[IpakTrueckas 3HaYMMOCTb OTIPEAEISIETCS BOBMOKHOCTBIO IIPUMEHEHUSI pPe3yJIbTaTOB JJIsl BbIOO-
pa ONTUMaJIbHBIX TEXHOJIOTHH 1 o0ecreyeHns 6e30acCHOCTH KPUTHUECKH BasKHBIX MH(DPACTPYKTYP.

0030p cynecTBYHOIIMX MOAX010B

B pamkax teopernueckux MccleAOBaHMM perraercs 3agada pazpaOOTKU aanTUBHBIX MaTeMa-
TUYECKUX MOJIEJIEH U alrOpuTMOB, HAIIPaBJIICHHBIX Ha oOecrnieueHue kubeppuznyeckoil 6ezonacHo-
CTH U ONTUMU3ALIMIO B3aUMOJICHCTBUS HHTEIIEKTYaJIbHBIX OOBEKTOB B CETAX MPOMbILILIEHHOTO MH-
tepHera Beuleil (IloT). 3amaua BkitoyaeT co3aHue MOJENU YIPABICHUS CETEBBIM TpadUKOM Ha
ocHoBe rpadoBbIX HeMpOoHHBIX ceTell (GNN) mis MUHMMH3AUY 3aIePKEK U SHEPTONOTPEOICHUS,
pa3paboTKy METOJ0B KHOEpOE30MacCHOCTH MHKPOKOHTPOJUIEPOB ¢ MPUMEHEHHEM aJTOPUTMOB Ma-
mHHOoro ooyuenus (LSTM) u kpuntorpaduueckoit 3amuThl, a Takke Mojenu uarerpauu RFID u
OnoK4eiHa Ui BBICOKOTOYHOTO OTCIIEKUBaHUS 00beKkTOB. KpoMe Toro, mpezmnosaratorcs paspa-
00TKa anroputMa KoMiiekcHoi onieHku 3ddexruBHocTH loT-cuctem ¢ yuerom nokasareneit 0e3-
OMACHOCTH, SHEPronoTpedIeHUsI U MPOU3BOAUTEILHOCTH, a TaKXkKe Kiaccu(uKalus MpOTOKOJIOB U
texHosoruil lloT ¢ aHanu3oM BIMSHMS UX MapaMeTPOB Ha KIIIOYEBbIE METPUKH, YTO 00ECIIEUMBAET
MOBBIIIEHUE 0€30M1aCHOCTU U IHEProd((HEKTUBHOCTH CUCTEM IS UX MPAKTUYECKOTO MPUMEHEHHUSL.

VYupasnenue cereBbiM TpagukoM B [IoT kputuuecku BakHO JUisl oOecrieueHUs] HU3KUX 3aep-
KEK, BBICOKOM HaAEKHOCTU M 3HEprod((HeKTUBHOCTU B reTeporeHHsIx cersix. Haubonee pacmpo-
CTpaHEHHBIMH MPOTOKOJIAaMU MapuUIpyTU3aluu B HacTosee BpeMs saBisitorcs AODV (Ad-hoc On-
Demand Distance Vector) u RPL (Routing Protocol for Low-Power and Lossy Networks).

PeaktuBnbiil mpoTokon AODV dopmupyer MapiipyTsl 0 3alIpocy, MUHUMHU3UPYS HaKJIagHbIE
pacxoJipl Ha mojaepkanue Tonojoruu cetu [1]. On addexTrBeH B HEOOIBIINX CETSIX, HO JEMOH-
CTpUPYET BBICOKUE 3a/IEP>KKH MIPH YBEJIIMYEHUH YKCIIa Y3JI0B U HE alaliTUpyeTcsl K cO0sIM WM aTa-
KaM, TaKUM Kak aTaku Tuna «4épHas Ablpa». MccienoBaHus MOKa3bIBalOT, YTO B I'€TEPOTE€HHBIX
[IoT-cerasx AODV Tepsier mpou3BOIUTENIBHOCTh H3-3a OTCYTCTBHSI MEXaHM3MOB JMHAMUYECKOU
amanranuu [2].

[Iporoxon RPL, co3gannblil 1uis ceTell ¢ HU3KUM SHEPronoTpediieHneM, MPUMEHSET Halpas-
neHHbid anukraeckuit rpad (DAG) mis opranuzanuu Mapuipytusanuu [3]. OH yCcTOWYUB K MOTe-
pSIM MAKETOB, HO €ro MPOU3BOJUTENBLHOCTD YXYAIIAETCS MPH BBICOKOW Harpyske MM B YCIOBHSX
aTak, Takux kak Sybil unu Rank Attack. Kpome toro, RPL He onTUMHU3HMpOBaH AJisi reTepOr€HHBIX
ceTeil ¢ pa3JIMYHBIMU TUIIAMHU YCTPOUCTB [4].

I'padoBbie HeliponHble cetr (GNN) B HacTosIee BpeMsl MPUMEHSIOTCS ISl MapIIpyTH3alMK B
IIoT [5]. GNN 1mo3BOJISIFOT YUUTHIBATH TOTIOJOTHIO CETH U TUHAMUYECKH aJanTHPOBATHCS K M3MEHE-
HUSM, aHaIU3upys rpadossie cTpykTyphl. Hanpumep, Jiang et al. [5] npemnoxunu Moaenb Ha OCHOBE
GNN g onTUMHM3alMKM MapIIPYTOB B OECHPOBOJHBIX CEHCOPHBIX CETSX, JIOCTUTas CHIKEHMS 3a-
nepxek Ha 10 % 1o cpaBHEHUIO ¢ TpaIULMOHHBIMU Mojaxogamu. OJIHAKO CYIIECTBYOLIUE pabOThI
peaxo uaTerpupytoT GNN ¢ Merpukamu SHeprod(GPeKTUBHOCTH U YCTOWYMBOCTH K aTakam, 4TO
orpannunBaer ux npuMmeHuMocts B 11oT. Kpome Toro, tectupoBanme Takux MoJeNnel 4acTo MpoBo-
JIUTCS Ha YIPOILEHHBIX CLEHAPUSIX, UTHOPUPYS F€TEPOr€HHOCTh YCTPONCTB U MPOTOKOJIOB.

[IpoTokonsr AODV u RPL He obecneunBaroT 1OCTaTOYHOW aaiTUBHOCTH B TUHAMHUYHBIX U
rereporeHHbIX [loT-cersax. Monenu Ha ocHoBe GNN, XOTs ¥ TEPCIEKTUBHBI, TPEOYIOT JaibHEHIIen
ONTUMM3ALMHU JUIs yU€Ta SIHEPronoTPpeOIeHUs U YCTOMYUBOCTH K KHOEpyrpo3am.

MuxkpokoHTpoJuiepsl, Takue kak STM32, sBistorcss ocHoBo# ycrpoiictB IloT, HO ux orpanu-
YeHHbIE BBIYMCIIMTEIbHBIE PECYPChl YCIOXKHSIOT obecrieueHne Oe3omacHocTH. brmaronaps cBoeit
3HEeprod’(pPeKTUBHOCTU M BBICOKOW mpousBoguTreabHocTd STM32 mHpOKO MNPUMEHSIOTCS B
ycrpoiictBax IloT nmns peanuzanuu amanTUBHBIX MOJENEH M aIropuTMOB, oOecreynBaromux Oes-
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OMACHOCTh U ONTHUMHU3AIMIO B3auMOJAeHcTBU B ceTsx. Hanmpumep, B cucremMax MOHUTOPHHIA MPO-
MbllIeHHOTo 06opyaoBanust STM32 ncnosib3yrores uig 00pabOTKH JaHHBIX C TATYUKOB B PEXKUME
peaJIbHOTO BpEMEHHU, pealn3aluu KpunTorpaguueckux npoTokoos, Takux kak AES u RSA, u BbI-
MOJIHEHUS aJITOPUTMOB MAallMHHOTO OOy4yeHHs Uisi oOHapyKeHHsl aHoMalui. OrpaHu4YeHHbIE BbI-
yucauTenbHble pecypebl STM32 TpeOyoT ONTUMU3UPOBAHHBIX PELIEHUH, TAKMX KaK JIESTKOBECHBIE
Kpunrtorpaguueckue OMOIMOTEKM WM aJanTHUBHbIE MOJENM C HMOHMKEHHOW BBIYHUCIUTENbHOMN
CJIOHOCTBIO, YTO MO3BOJSAET 3(h(PeKTUBHO 0OecreunBaTh 3alIUTy MPOLIMBOK U JaHHBIX B paclpe-
nenéuupix cetsax IloT, cBoAs K MUHUMYMY 3HEPronoTpedsieHue U COXpaHss BHICOKYIO HaJEKHOCTb
CUCTEMBI.

Cy1iecTByIoIIMe MOAX0IbI MOXKHO pa3JIeUTh Ha KPUNTOrpapuyeckue U OCHOBAHHbIE Ha Ma-
mUHHOM o00yueHuu. Kpuntorpaduueckue MeTonbl BKIIOYAIOT alropuTmbl, Takue Kak AES
(Advanced Encryption Standard) u RSA (Ravi-Shamir-Adleman), nns 3ammTsl MPOIMIMBOK U JaH-
HbIX [6]. Harmpumep, aBTOpHI HccienoBaHus [6] MpeioKuiau UCIOJIb30BaHUE OO0NIETYEHHBIX KpUII-
Torpau4eckiux MPOTOKOJIOB Ui MHKPOKOHTPOJUIEpoB, Takux kak ECDSA, KoTopble CHUXKAOT
SHEPronoTpedIeHue, HO HE penalT MpodIeMy OOHAPYKEHUI aHOMAIIMK B pealbHOM BPEMEHHU. JTH
METO/Ibl YSI3BUMBI K aTakaM Ha (pU3MYecKOM YpOBHE, HalpuMep, K aTakam [0 CTOPOHHUM KaHajam
(Side-Channel Attacks).

MeTo/1bl Ha OCHOBE MALIMHHOIO O0Y4€HUs MPUMEHSIOTCS Ui OOHApyXEHUS aHOMAaJIUM B IO-
BEJICHUH yCTPOUCTB. ANTropuT™bl, Takue kak Support Vector Machine (SVM) [7] u Random Forest
[8], mocTturarot TouHoctu 10 90 % npu aHanu3e ceTeBoro Tpaduka WM JOros yctpoicTB. OnHako
OHM TPEOYIOT 3HAUUTEIbHBIX BBIUMCIUTEIBHBIX PECYPCOB, UYTO JI€JaeT WX HENPUMEHUMBIMH IS
MHUKPOKOHTPOJIJIEPOB C OTPAHUUEHHOM NaMsThI0 U IPOLECCOPHON MOIIHOCTHIO0. CeTH ¢ 10JIrocpoy-
HOH u kpatkocpouyHoi mamsatbio (LSTM), npennoxkennsie aBTopamu, 3¢p(GEeKTUBHO aHATU3UPYIOT
BpeMEHHbIE psAbl B cucTeMax MHTepHeTa Bewiell, odecrieunBasi TOYHOCTh 10 92 % mpu oOHapyxe-
HUHU aTak, Takux kak DDoS [9]. Tem ne menee, uarerpanus LSTM ¢ kpunrorpadguueckumu MeTo-
JaMH OCTa€TCsl pEAKOCThIO, YTO OTPAHUUMBAET KOMIUIEKCHYIO 3aIUTY.

['uOpuHble MOIXO/bI MBITAIOTCS OOBEAUHUTH KPUNTOrpaUIo U MAlIMHHOE O0y4eHHUE, HO UX
peanu3anusi Ha MUKPOKOHTPOJUIEpAaX OCJIOKHEHA M3-3a BBICOKMX TpeOoBaHuil kK pecypcam [10].
Hamnpumep, TecTupoBanre TaHHBIX CUCTEM B dMYIsATOpax, Takux kak QEMU, moka3siBaeT orpaHu-
YEHHYIO MacIITA0UPYEMOCTh B peabHbIX YCIOBHUSX.

Kpunrorpadguueckue Meroapl He 00eCeunBalOT OOHApyKEHUE aHOMAaJIMM, a METOJbl MaIINH-
HOro 00yueHus: TpeOYIOT ONTUMU3ALMU JUISI MUKPOKOHTPOJIIEpoB. OTCYTCTBUE MHTErpalluu THX
MOAX0JI0B CHIKaeT uX appexktuBHOCTh B [10T.

Texnonoruu RFID u 6510Kk4yeiiH akTUBHO HCIOJB3YIOTCA Ui OTciexkuBaHus o0bekToB B 110T,
0COOEHHO B IIenoYKax mocTaBok. OnHAKO UX d3HEProd(pPEeKTUBHOCTh U MPOU3BOJUTENLHOCTD Tpe-
OyIOT JO0pabOTKH.

Kak uzBectno, RFID mupoko npumensiercs uist UIeHTUGUKALUN U OTCIEKUBAHUS 00BEKTOB
[11]. CoBpemennsie RFID-cuctembr o6ecrieunBaroT BEICOKYIO TOYHOCTH (10 98 %), HO UX 3HEpro-
noTpebiieHne OCTaETCsl BHICOKUM, OCOOEHHO B YCJIOBMSIX IUIOTHOIO Pa3MEIIEHUs METOK. ABTOPBI
uccinenoanus [11] npemnoxmim onTUMU3UpoBaHHbIe PoToKoJbl g RFID, cHmkaromue snepro-
notpebienne Ha 5 — 7 %, HO OHU HE YUUTHIBAIOT UHTETPALIMIO C IPYTUMH TEXHOJIOTUSMHU.

bnokueitn, Takoil kak Hyperledger Fabric, ucnonb3yercs nns oGecrieueHus: Ipo3payHOCTH U
0€30MacHOCTH JAHHBIX B IIEMIOYKax MOcTaBoK [12]. ABTOp mokasas, 4YTO OJOKYEHH MOBBIIIACT
HaJEKHOCTh OTCIIEKHUBAHUS, HO €r0 BBIYUCIUTENIbHAS CIOKHOCTb M HHEPronoTpeOseHne OrpaHu-
yyBatoT npuMmenenue B IloT. Hanpumep, peanmzanus cmaprt-koHTpaktoB Ha Hyperledger Fabric
TpeOyeT MOITHBIX CEPBEPOB, UTO HE MOIXOTUT I SHEPTOIDPEKTUBHBIX CUCTEM.

Nuterpamus RFID u GinokyeiiHa mo3BOJIsSET CO3aBaTh ACIEHTPAIU30BAHHBIE CHCTEMBI OTCIIE-
YKUBAHUS C BBICOKOW TOYHOCTHIO [13]. ABTOpBI MCClIeIOBaHUS TIPEATIOKIIA MOJIENb, 00BEANHSIO-
uryto RFID u Ethereum, Ho e€ snepronoTpebnenue npespimaet 10 BT, uro Henpuemnemo jyist [oT
[13]. Monenu, ontumusupoBanubie A Hyperledger Fabric, BcTpedarores pexxe U HE yUYUTHIBAIOT
3HEProd(hPEeKTUBHOCTH B peaIbHOM BPEMEHHU.
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RFID-cuctembl He ONTUMU3UPOBAHBI JUIsl HU3KOTO 3HEPrONnoTpedaeHus, a 6J0KYeHH-peleHus
TpeOyIOT 3HAYUTENbHBIX pecypcoB. VHTerpanus 3TUX TEXHOJIOTUH PEIKO YUUTHIBAET TpeOOBaHUS
[IoT x peanpHOMY BpeMeHH U SHEProdh(PEeKTUBHOCTH.

Takum o6pa3zom, komIuiekcHas oneHka spdexrtuBHoctu [loT-cucrem Tpebyer yuéra 6e3omac-
HOCTH, SHEPronoTpeOIeHus U Mpou3BoAUTENbHOCTH. CylIecTBYIOIUE NOAX0Abl YacTo (HOKycUupy-
I0TCS HA OTJIEJIbHBIX METPHKAX.

MeTpuky NpOU3BOJUTENBHOCTH BKJIIOYAIOT 3aJ€PXKKU, MPOIMYCKHYIO CHOCOOHOCTh M HaJEkK-
HOCTh cetu [ 14]. B paboTe [14] mpeanioskeHa MoIeb OIEHKH MPOU3BOAUTEILHOCTH Ha OCHOBE Q0S
(Quality of Service), HO OHa HE yIUTBIBaeT 0€30MACHOCTD UJTM YHEPTOTIOTPEOIICHHE.

Metpuku 3HEpronoTpedaeHus: aHaIM3UPYIOTCs B paboTax, Takux Kak [15], rae aBTopsl npen-
JIOKUITM MOJIEJTb JUIsl OLIEHKH 3HEPronoTpedsieHus: CEHCOPHBIX ceTeil. OIHaKo 3TH MOJIeNH HE UHTe-
IPUPOBAHBI C MOKa3aTeasIMU O€301IaCHOCTH.

Metpuku 0€30MacHOCTH COCPEIOTOYEHbI HAa YCTOMYMBOCTU K aTakaM M LIEJIOCTHOCTH JAaHHBIX
[16]. Tlogxoasl, momoOHBIE [16], UCTIOMB3YIOT BEPOSITHOCTHBIE MOJCIH JIJIsi OLEHKH YS3BHMOCTEH,
HO MX TOYHOCTb HE MpeBbIIAeT 85 % Ha CHHTETUYECKUX JIAHHBIX.

KommnekcHple moIX0/bl MBITAIOTCA O0BEINHUTh METPUKU, HO PEAKO YYUTHIBAIOT I'€TEPOTEH-
Hocth IloT [17]. Hampumep, monens, npemioxkennas B [17], oneHMBaeT MPOU3BOAUTEIBHOCTh U
SHEpPronoTpedieHrne, HO UTHOPUPYET OE30IaCHOCTh, YTO CHUXKAET €€ MPUMEHUMOCTD.

OTcyTcTBUE YHUBEpCAIbHBIX MOJelNel, 00beIMHAIOMUX 0€30M1acCHOCTb, SHEPronoTpedieHue u
MPOU3BOJUTEIBHOCTh, OrPAaHUYMUBAET TOYHOCTh OueHKH IloT-cucrem. [liig mpeomoneHus 3TUX
OTpaHWYEHUN TpeOyeTcs CUCTEMaTH3alusl MOJIXO0J0B, MO3BOJIAIONIAS BBHIABUTH Hambosee rdhdek-
TUBHbIE perieHus. Knaccudukanus npotokosnos u texHosoruid [loT Heobxoauma juist BeI6Opa o1-
TUMaJbHBIX perieHni. CylecTBYIOIIME T0X0Abl BKIIOYAIOT B ce0s ciieayrolee:

— Kiaccu(uKanys 1Mo MPOU3BOJUTENBHOCTH AaHAIU3UPYET MPOTOKOJbL, Takue kak MQTT,
CoAP u HTTP/2, ¢ Touku 3peHus 3a7epKeK U NponyckHoi cnocodHoctu [18]. ABTops! [18] npen-
JIO’KUJIM CPAaBHUTENBHBIN aHAJIU3, HO OH HE BKJIIOYAET METPUKU O€30MaCHOCTH;

— KJaccu(uKanus mo dHEpPromnoTpedaeHno (PoKycupyercs Ha IPOTOKOJAX IS HU3KOIHEpTe-
THYeCKuX cerei, Takux kak 6LoWPAN. Opnako 3Tu Kiaccu(UKAIMA UTHOPHPYIOT T€TEPOTEH-
HOCTb YCTPOMCTB;

— kiaccudukanus no 0e30MacHOCTU PACCMaTPUBAET YCTOWYUBOCTH MPOTOKOJIOB K arakam, HO
HE YYUTBIBAET UX BJIMSHUE HA MPOU3BOAUTEIBLHOCTD WM SHEPronoTpeOIeHue.

CymiecTBytoniye KiacCU(PUKAIMN PEIKO HUHTETPUPYIOT TPU KIIOUYEBbIe METpuUKH (Oe3ormac-
HOCTb, 3HEPronoTpedIeHNe, NPOU3BOAUTEILHOCTD) U HE YUUTHIBAIOT rereporeHHocts [loT-cucrem,
YTO CHM)KAET UX MPAKTUYECKYIO0 3HAUUMOCTb.

AHanu3 CymecTBYIOLUX [OX0/10B BbISIBUJ CIEAYIOUINE MPOOEbI:

— HezjocTaTo4yHas aganTuBHOCTh Mapuipyrusanuun: AODV u RPL He obecneunBaror ycroituu-
BOCTH K aTakaMm M rereporeHHoctd, a GNN-mozenu TpedyroT MHTErpaluuu ¢ 3Hepro3pQPexTuBHO-
CTBIO;

— OrpaHuyeHus: KubepOe30nacHOCTH MUKPOKOHTPOJIJIEPOB: OTCYTCTBUE MHTETPAllUi MAIlMHHO-
ro ooyuenus (LSTM) u kpuntorpaduu i 3HeprodPpPeKTUBHBIX YCTPOUCTB;

— BbIcokoe 3Hepromnorpediaenue RFID u OnokueiiHa: oTcyrcTBUE MOJENEH, ONTUMU3UPOBAH-
HBIX JJIs1 PEaJIbHOTO BPEMEHHU U HU3KOTO SHEPronoTpedIeHus;

— ()parMeHTapHOCTh OLIEHKH 3(P(PEKTUBHOCTU: OTCYTCTBHE KOMIUIEKCHBIX Mojeieil, o0benu-
HSAIOIINX 0€30MacHOCTh, YHEPTOTIOTPEOICHUE U MPOU3BOIUTEIHLHOCTH;

— HernoJjHas Kiaccudukaiysi NpOTOKOJIOB: UTHOPUPOBAHUE I'€TEPOT€HHOCTH U KOMILJIEKCHBIX
METpUK.

Pa3paboTka axanTUBHBIX MO/eJIeH U AITOPUTMOB

Jlyig ycTpaHeHHs! BBIIEU3JI0KEHHBIX MPo0OJIeM IpeJiaratoTcs CleAyoIue MyTu:
— pa3paboTKa aJanTUBHOM MOJenu MapumpyTtu3anuu Ha ocHoBe GNN, cHIKaromein 3aaepxku
U DHEPronoTpediIeHue;
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—unHterpauust LSTM u kpunrorpaduu a1 MUKPOKOHTPOJUIEPOB, HAllpaBJI€HHAs Ha MOBBIIIE-
HUE TOYHOCTU OOHApYKEHHsI aHOMaJIHIA;

— co3nanue sHeprodddexkruBHOr Moaenu RFID u OGnokyeitHa ¢ HU3KUM SHEPTronoTpeOICHUEM;

— pa3paboTKa aJiropuT™Ma KOMIUIEKCHOM OIeHKH 3(PPEKTUBHOCTH.

Jliig cucremMaTU3aluy IPEUIoAKEHHOIO MOAX0/1a U 00ecledeH s BOCIIPOU3BOIUMOCTH Pe3yJib-
TaTOB pa3padOTaH YHUBEPCAJIbHBII alTOPUTM ITOCTPOCHUS aJaITUBHBIX MO/JIEIIEH.

Jliig onTuMu3anuy Mapupyrusanuu B rereporeHHbix cetsx [loT paspaborana anantuBHas ma-
TeMaTuyeckas: MOJIeJb, UCHOJb3ytomas rpadosbie HelipoHHble ceTd (GNN). Monenb yuuThIBaeT
TOIOJIOTUIO CETH, JUHAMHYECKUE U3MEHEHUsI U KUOepyrpo3bl, TaKHe KaK aTaku TUNA «4E€pHasi JIbl-
pa».

Certp npejicTaBiIeHa KaK OpUEHTUPOBAHHBIN Ipad

G=fV,E)G=(V,E)G=(V,E),

rae V; — y3nsl (ycrpoiictBa IloT); E; — cBs3u Mexay HUMU (pUCYHOK] ).

ObGnayHbiv cepsep

VN

Pucynoxk 1 — I'pa¢ ceru IloT ansa onTuMu3anum MapuipyTu3auuu
Figure 1 — I1oT network graph for routing optimization

Cerp GNN oOyuaeTcst Ha JaHHBIX O TpaduKe, 3aJepKKaX U IHEPronoTpeOIeHUH, UCTIOIb3Ys
METPUKH, TaKHE KaK IPOIYCKHasl CIOCOOHOCTh U MOTEPU MAKETOB.

Jlns npuHamuyeckor Mapuipytusanuu B cetsx [loT npemnaraercs anropurm Ha OCHOBE yCHIIEH-
HOro oOyudenus, Hanpumep Q-Learning, KOTopbIil aganTupyeTcst K cOOsIM U aTakaM, MUHUMU3UPYS
¢byHK1MIO moTepb. ONTUMH3AIMS OCYILIECTBISETCS ¢ OMOIIBIO METOIa IPAJJUEHTHOIO CITyCKa, YTO
obOecnieunBaeT OanaHc MeX Ay POU3BOAUTEIBLHOCTBIO, SHEProNnOTPeOIeHUEM U O€301IaCHOCTbIO:

L=o-S+p-P+y-E, (D)
rzae o, B, y — 6e3pazmepHbie BecoBbie K03 durmentsr (@ + f + y = 1); ONTUMH3UPOBAHHBIE C TT0-
MOIIIbIO METOJIa TPAJAUEHTHOTO CIYCKa; S — HOPMHPOBAHHBIN MMOKa3aTeab OE30MacHOCTH, OTpaXka-
IOIIUA YCTOMYMBOCTH K aTakaM M U3MEHsromuiics B quanaszone [0,1], rae 1— mosiHast yCTOMYMBOCTD;
P — HOpMUpOBaHHBIN MOKa3aTeNb NPOU3BOAUTEIBHOCTH, YUUTHIBAIOINN 3aA€PKKY U IOTEPU IMaKe-
TOB; E — HOpMUpOBaHHBIH [M0Ka3aTeab S3HEPTONOTPEOICHUS.
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Hopmuposka yacthbix nokasareneit S, P u E npoBoautcs nuneiiHo k nuanasony [0,1] Ha ocHO-
B€ ATAJIOHHBIX MAaKCUMaJIbHBIX U MUHUMAJIbHBIX 3HAYEHUH, NOJyYECHHBIX U3 CUMYJSLUN U JTUTepa-
Typhl [14, 15], 4T00OBI 00ECTIEUUTH COMOCTABUMOCTh METPUK C PAa3HBIMHU €IUHHIIAMH H3MEPEHUS.
O0600611eHHbIH nToKa3aTensb L cnykuT eauHoi neneBoi GyHKIMeH 1Is CKaIIpHOl MHOTO(aKTOpHOM
ONTUMM3ALMH, VI JOCTUKEHHS ONITUMAIBHOTO OajaHca.

Ontummu3anus 0000IEeHHOTO KpUTEepUs L, yIWTBIBAIOMIErO TPpW HOPMAJIM30BaHHBIX (aKkTopa
(6e3omacHocTH S, mpou3BoAUTENbHOCTU P 1 sHepronoTpediaeHus E), mpoBoaumace MeTog0M rpa-
JMEHTHOTO CIIyCKa B Ipoliecce 00ydeHHUs] MOJENIN MaplIpyTU3aluyd Ha OCHOBE IrpadoOBbIX HEHPOH-
HBIX CETeH, YTO MO3BOJWIO aJalTHUBHO OajJaHCHUpPOBATh MPUOPUTETHI CUCTEMbI B 3aBUCHMOCTH OT
ClLieHapusl NpUMEHEHUs (HampuMep, MOBBIIIEHUE YCTOWYUBOCTH JJISi KPUTUUYECKH BaXKHBIX MPHIIO-
KEHUI UM CHU)KEHUE SHEPro3arpar JUisi aBTOHOMHBIX Y3JI0B).

Monenb 1Mo3BOJSET MOBBICUTH MPOU3BOAUTENBHOCTh M 3HEprodpdextuBHocTh [loT-cereil B
KPUTHYECKUX TMPUIOKEHUSAX, TaKUX KakK aBToMaru3auus mnpousBoactBa. Murerpamus GNN s
aganTuBHOM MapiipyTu3auud B [[oT yduThiBaeT reTeporeHHOCTh CETH. Y CTOWYHMBOCTH K COOSIM U
aTakam oOecrieuuBaeTcs JUHAMUYECKUM aHaJIU30M TOTIOJIOTHH.

Jlia 3amutel MUKpoKOHTposiepoB B [loT pazpaGotansl MeTO/IbI, COUETAIOIINE MAIMHHOE 00Y-
yenue (LSTM) u kpuntorpaduto, odecrieurBaromniue 0OHapyKeHHe aHOMAJIUK U 3alUTY IPOIIUBOK.

C uenpio 0OHapy)KeHUsS aHOMAJUM UCIOJb30BaHA PeKyppeHTHas HelipoHHas cetb LSTM s
aHaJlu3a BPEMEHHBIX DPS0B JaHHBIX (Tpaduk, sHEpromnoTpedlieHue, CUCTEMHBIE JIorH). Mojenb
oOyyaeTcsi HA HOPMAJILHOM IOBEJEHUM YCTpOicTBa, (hopMupys 0a30Bbl€ MAaTTEPHbI, U BBISBIISIET
OTKJIOHEHUS, Takue kak DDoS-ataku miy HeCaHKIMOHUPOBAaHHBIN focTyn. O0ydyeHrne npoBOAUTCS
C UCIOJIb30BaHUEM METOJA IPaIMEHTHOIO CITyCKa.

Kpunrorpadguueckas 3amura peann3oBaHa B BHUIE OOJEr4€HHOrO aaroputMa HIMGpPOBaHUS
(ChaCha20) ans 3amuThl OPOIIMBOK U JaHHBIX, IEPEAABAEMbIX MEXAY MHKPOKOHTPOJUIEpAMU U
[UTI03aMHU.

HoBuzna pemrenus npeacrasnena unrerpanueit LSTM u kpunrorpaguu B pecypco3aTpaTHbIX
MUKPOKOHTPOJIIEPAX, BBICOKOM TOYHOCTHIO OOHAPYKEHUSI aHOMAIMI TP MUHUMAaJIbHBIX BHIYHCIIH-
TEJbHBIX 3aTpaTax.

[IpemioxkeHHoe penieHue NPUMEHUMO s 3aiuThl yeTpoucTB 10T B sHepreTuke, Tpancmopre
Y IPOMBIIIJIEHHOCTH, TJie TPEOyeTCsl BHICOKAs HAAEKHOCTbD.

Jia sHeprospdextuBHOro orcinexxuBanusg oobekToB B lloT pa3zpaborana moxenb, UHTErpUpy-
romas texnosoruu RFID u 6mokueitn (Hyperledger Fabric).

Mogenp BkItouaeT GopmMyiny SHEPronoTpeOICHHS:

Ctotal = CRF[D + CBlockchain + Ctransmit ’ (2)
rae C,., — sHepronorpedienne RFID-merok; C

C

Blockehain — JQHEPTO3aTpaTbhl HA CMApPT-KOHTPAKTDI,

— DHEPro3arpaTsl HA Nepeaady JaHHbIX.

transmit

RFID-MeTkr onTUMHU3UpPOBaHbI JUIsl pabOThl B pEKMME HHU3KOTO 3HEPronoTpediaeHus (MeHee
2 mBrT). bnoxkueiin (Hyperledger Fabric) ucnonb3yercs ains 3anucu 1aHHBIX 00 o0bekTax, obecre-
YHUBast MPO3PAYHOCTD U 3AIIUTY OT TOJICIIKH.

Pemnrenne npuMeHNMO B JIOTUCTHKE, [IETIOYKAX MMOCTABOK U YMHBIX CKIIAJax, I/Ie TPEOYIOTCS BBI-
COKasi TOYHOCTh W HU3KOe dHepromnorpedienne. HoBusHa 3akimovaercs B d3HEProdpPekTuBHON WH-
terpaunu RFID u Onokuelina /i OTCIEKUBAaHUS B pEAIbHOM BPEMEHH, ONTUMU3UPOBAHHOMN Moie-
nu sHepronoTpednenus ais [1oT.

Ompenenenne MHTETPAIBHOTO TMOKa3aTens PGEKTUBHOCTH OCYIIECTBIISIIOCH HA OCHOBE HOP-
MaJIM30BaHHBIX METPUK 0E30MaCHOCTH, MPOU3BOAUTEILHOCTH U dHepronorpednenus. /s mokasza-
Tenss 0E30MacHOCTH YUYUTHIBAINCH YCTOWYHMBOCTh K aTakaMm (JOJsl YCHEIIHO OOHapyKEHHBIX
DDoS-atak u «4€pHBIX ABIP») U IEIOCTHOCTD IAHHBIX, Ul MIPOU3BOJUTEIBHOCTH — CPEIHUE 3a-
JEPKKH TIepellaud U TPOITYCKHAasi CIIOCOOHOCTb, [UIs SPHEPTONOTPEOICHUS — CpeHee 3HAYeHUE 3a-
TpaT Ha OJWMH y3€JI UK TeXHOJIOTHI0. BecoBbie koappuimenTs! o, 3, Y moaOUpaInuchk ¢ UCIOIb30Ba-
HHUEM PETPECCHOHHOTO aHaiu3a Mo cuHreTndeckuM gaHHbIM (1000 cuenapues), uTo oOecieunBaio
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COTJIACOBAHWE MHTETPAILHON OICHKH C MPHOPHUTETAMH CHCTEMBI (Hampumep, 0€30TacHOCTh B KpH-
TUYECKU BOKHBIX IMPUIIOKCHHSIX HITH dHEProd3()PeKTUBHOCTh B ABTOHOMHBIX CeTsIX). Tako# moaxo
MO3BOJIMIT (POPMAJIM30BAThH BBIOOP MOAXOSIICH KOMOMHAIIMH TEXHOJIOTHIA U MPOTOKOJIOB JUISI TeTe-
porenssix lloT-cucrem.
be3onacHOCTh OIleHMBAETCS TI0 YCTOMYMBOCTH K aTakam, SHEPronoTpediIeHne — Mo CpeIHeMY
MOTPEOICHUIO Y3II0B, TPOU3BOIUTEIFHOCTD — IO 3a/IEP’KKaM U MPOIMyCKHOH criocoOHocTH. [Toka3a-
Tenb 6e3omacHocT S (B auamazone [0,1]) BEIYUCISIETCS CIEAYIONTUM 00pa3oM:
§S=064+(1-95)C, 3)

A
rae A, — HOpMHPOBaHHAs JIOJIS YCIIEIIHO OOHAPYKEHHBIX aTak (A :m; A — IIPOLIEHT YCHEUIHO

oOHapykeHHbIX aTak); C, — HOPMHPOBAHHBIH MOKa3arens nenoctHoctd faHHbx (C, €[0,1], momy-

YeHHBIM aHAJOTWYHBIM JTHHEHHBIM MaCHITa6I/IpOBaHI/I€M U3 HCXOJHBIX MCTPUK LCJIOCTHOCTH,
HampuMep J0JIM COXPaHEHHbIX JaHHBIX 0€3 UCKaxeHHi); 0,& — Ge3pa3MepHble BEeCOBbIE KOdPPu-

[UEHTHI, OTPAKAIOIINE OTHOCUTEIIbHYIO BAXKHOCTh OOHAPY)KCHUS aTak U 00eCreYeHus 11eTTOCTHOCTH
TaHHBIX, 6 = 0 (KO3 GUIHEHTHI TOAOMPAIOTCS IKCIIEPTAMH HJTM OTNITUMH3AIMEH B 3aBUCHMOCTH OT
MIPUOPUTETOB crucTeMbl, HanpuMep & = 0,6, I akileHTa Ha oOHapyXeHue arak). HopmupoBaHue
obecreunBaeT CONMOCTaBUMOCTh KOMIIOHEHTOB M KOHeuHoe 3HadeHue S €[0,1], rae eauHUIa cooT-

BETCTBYET ITOJIHON OE3011aCHOCTH.

B paMKax JaHHOI'O HUCCICAOBaHUA IJIA KOMIIIEKCHOM OLCHKH IMPOU3BOAUTCIBHOCTHU OBLI pas-
paboTaH HOPMAIHM30BAaHHBIN MOKAa3aTeb, OOBEIUHSIONINI KITFOUEBBIE CETEBBIC XaPAKTCPUCTHKH —
3a7Iep’KKy M MPOITyCKHYI0 criocoOHOCTh. [loka3arens Mpou3BOAUTENIFHOCTH BBIUYUCIISAETCS COTJIACHO
BBIPKCHHUIO:

p=o|1--2_ +(1-6) - (4)
D 100 )’

rae D — cpennsas sazepxkka nepegadu maketos (mc); D =100 Mc — 3TalloOHHOE MaKCHMAalbHOE

max

3HAYCHHC 3a/ICPKKU Ha OCHOBE [14]; L, — NPOLEHT MOTEPSHHBIX MAKETOB; 6 — Oe3pa3MepHbIe BeCo-

Bbl€ KOY(QPUIIMEHTHI, OTPpa’KAOLME BAKHOCTh 3aJ€PKKU U MPOMYCKHOM criocobHocTtH, 6 = 0 (ko-
3 PUIHEHTHI MOJIOUPAIOTCS B 3aBUCHMOCTH OT NMPHUOPUTETOB CHCTeMBbI, Hampumep 6 = 0,5, mis
paBHOro ydera oboux (akropoB unu 8 = 0,7 B cucremax, 4yBCTBUTENbHBIX K 3ajepxkam). Hop-
MHpPOBaHHE KOMIIOHEHTOB obecrieunBaet 3Hauenue P € [0,1], rue equuuiia COOTBETCTBYET MAKCH-
MaJIbHOM IIPOU3BOJIUTEIBHOCTH.

Hopmanuzanusa Buna 1—i o0OecrieurBaeT MPUBEACHUE PA3HOPOJHBIX METPUK K €IUHOMY
max

0e3pazMepHOMY MaciTady, a BECOBbIe KOA(D(PHUITMEHTHI MO3BOJISIOT THOKO YUUTHIBATH TPUOPUTETHI
KoHKpeTHoro npuioxenus [loT (Hanpumep, 4yBCTBUTEIBHOCTh K 331€PKKaM WIIM HaJIEKHOCTb JI0-
CTaBKU JaHHBIX). [IpemioxkeHa MeTpHuKa OLUEHKU MPOU3BOIAUTENBHOCTU (4), CHHTE3UpOBaHHASI Ha
OCHOBE aHanu3a TpeboBaHMil K rereporeHHbIM ceTsiM 11oT. Boibop mMeTpuk 3aaepKKu U JOCTaBKU
MIAaKETOB OOYCIIOBJIEH X KPUTUUECKONW Ba)KHOCTBIO JJISl 3a/1a4 IPOMBIIIJICHHON aBTOMaTH3alUH, a
BBEJ/ICHUE BECOBBIX KOA(D(PUIIMEHTOB OTpakaeT CyObEKTHUBHBIE MPEANOYTEHUS MPH MPOEKTHPOBa-
HUU CUCTEMBI.

HopmupoBanHblii mokazarenb 3HepronorpediaeHus E Moxker ObITh OIpe/iesieH CaeayoumM 00-
pasom:

E=1--C (5)

max

rae C —suepronotpebdnenue (Bt); C, = 3,0 BT — 3TaqoHHOE MaKCUMallbHOE 3HaYE€HUE SHEProlo-

max

TpeOIeHHs U3 CPABHUTEIbHBIX TeCTOB [15].
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AnroputMm ouneHku 3¢dexktuBHocTH [loT-cuctrem otpaxkaeT OOIIy0 METOIOJIOTHIO, MOXKET
OBITh MCIIOJIB30BaH I MPOEKTUPOBAHUS PA3JINYHBIX CLEHApUeB LU(POBBIX CUCTEM U BKJIIOYAET
CJIEYIOIME LIaru:

lar 1. AHanu3 npeaMeTHO 00J1acTH

—Onpenenutb TUIBI YCTPONCTB, MPOTOKOJOB M TEXHOJIOTHH, YY4aCTBYIOUIUX B IeTEpOreHHOMN
[IoT-cern.

— ChopmupoBats TpeOOBaHMS: MUHUMH3ALMS 3a7€pKeK, JHEProdrp(HeKTHBHOCTh, YCTONUHNBOCTh
K KrubepaTrakam M X BeCOBbI€ KO (UIIUEHTHI.

Hlar 2. ®opMaan3anus KJIK0YeBbIX METPUK

— Be1OpaTh METpUKH MPOU3BOAUTENBHOCTH (3a/I€pKKa, MPOIYCKHAs CIIOCOOHOCTH).

— Onpenenutb METPUKU 0€30MacCHOCTH (YCTOMUMBOCTD K aTakaM, LIEJIOCTHOCTh JJAHHBIX).

— 3agaTh MOKa3aTeau 3HepronoTpedieHus (cpeaHee NoTpedaeHue y3ia, JHepro3aTpaThl TEXHO-
JIOTHUR).

lar 3. I[TocTpoeHue MaTeMaTHYeCKUX MOJAeIeH

— JInst MapipyTU3alum — UCHOJb30BaTh rpadoByto Mozens ceth G =(V,E)G=(V,E)G =(V,E);

— JInist mpOorHO3UpPOBAHUS U aJanTauuu — oOyuyuTh Mojenb Ha ocHoBe GNN ¢ yuérom Tpaduxa,
3aJIep’KEeK U aTak.

— JInst 31U Thl MUKPOKOHTpOJIEpOB — uHTerpupoBath LSTM asns ananuza BpeMEHHBIX PsIOB
u o0neru€nnyro kpunrorpaduto (Hanpumep, ChaCha20).

— s orcnexxuBanusi 00beKToB — 00bequHUTh RFID ¢ O10Kx4eiiHOM, yunuThIBasi 3HEProlpgex-
THUBHOCTb.

lar 4. OnTuMu3anus Mojaesei

— Hactpouts (yHKIMIO TOTEPH, YYUTHIBAIOIIYIO TPU KpUTEepusi: 6e30nacHOCTh (S), mpou3Boau-
tenbHOCTh (P), snepronorpednenue (E).

— HWcnonb30BaTh METObI TPAAUEHTHOTO CIyCKa UJIM PErpeCCHOHHBIN aHaiIu3 i noadopa Be-
COB.

Hlar S. TectrupoBanue U BaJIUIALUA

— CmopenupoBats ceTh B NS-3 11 aHanu3a MapuipyTu3aiui.

— IIpoBeputh paboty MukpokoHTposuiepoB B QEMU.

—IIporectupoBats cucremy orciexxubanusa Ha Hyperledger Fabric.

— OneHUTh TOYHOCTB, 33JEPHKKHU, SFHEPTONOTPedICHNE U YCTOMYUBOCTD K COOSIM.

Iar 6. KommiekcHas oueHka 3¢ GeKTUHBHOCTH

— BbruncnanTh MHTErpaabHbIN MoKazareiab 3)(HEeKTUBHOCTH.

— CpaBHUTH pe3yNbTaThI C 3TATOHHBIMU NpoTokoiaMu (AODV, RPL u np.).

lar 7. Knaccuguxkanms TeXHOJIOruil

— PanmxupoBate nporokosibl U TexHosnoruu (MQTT, CoAP, RPL, NB-IoT u np.) no tpém xito-
YeBBIM [T0KA3aTEIsIM KauecTBa.

—HWcnonb3oBate Meron ananusza uepapxuii (AHP) g BeiOopa ontumanbHONH KOMOWHALUU
TEXHOJIOTMH MOJ, KOHKPETHBIN CLUEHAPHIA.

Pe3yabTaT BbINOJHEHUS AJIrOpPUTMAa:

—nonydeHue ontumusupoBanHou [loT-cucremsl, ycroitunBoil k kubepatakam, 3HEprodhdek-
TUBHOM M MPOU3BOIUTEIBHOM;

— BO3MOXHOCTh BOCIPOM3BOJAUMOIO BbIOOpA TEXHOJIOTMH M IMPOTOKOJIOB JJIsl MPAKTUYECKOTO
MIPUMEHEHHUSL.

[IpennoxeHHplil anropuT™ 3aaéT YHUBEPCAJIbHYIO IOCIEI0BATEIbHOCTh JEHCTBHM, KOTOpas
o0ecreunBaeT BOCIIPOM3BOIMMOCTD IIpoliecca IPOEKTUPOBAaHUS U BbIOOpa pemieHuil. Ha ero ocHoe
MPOBECHBI IKCTIEpUMEHTAIBHBIC HccaeaoBanus B cpeaax NS-3, QEMU u Hyperledger Fabric.

3KCHepI/IMeHTaJILHbIe HCCJICI0BaAaHUA

[IpoBepka apdexTrBHOCTH OCyIIeCTBIsIIach B cpeae NS-3. Jlyis moaenupoBaHusi cOOEB Mpemy-
cMatpuBaioch oTkimoueHue 10 30 % y310B (CEHCOpPOB, aKTyaTOPOB, ILIIO30B), YTO UMHUTHPOBAJIO
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0TKa3 000pys0BaHUs. ATaky Ha CETh BOCIPOM3BOJIMINCH B JABYX BapuaHTax: araka tuna DDoS —
neperpyska y3jia0B U30bITOYHBIM TpaUKOM U aTaka «4€pHasi blpa» — yTpaTa TPaH3UTHBIX JaHHBIX
yepe3 KOMIIPOMETHPOBAHHbBIN y3€1. DTH CLIEHapUU MO3BOJIMIM KOJUYECTBEHHO OLIEHUTh YCTOMUH-
BOCTh MPEIOKEHHON MOJENH, MOATBEPAUB €€ CIIOCOOHOCTh MOAJEPKUBATH PabOTOCIOCOOHOCTh
CEeTH NPU BHEIIHUX BO3ICHCTBUSX.

JlJis OLIEHKH NMPOU3BOJAUTEIBHOCTU MPEIJIOKEHHON aJaTUBHOW MOJIENH YIPABICHUS CETEBBIM
tpaduxom Ha ocHoBe GNN ucnonabzoBancs cumynsatop NS-3 — oTKpbeIToe IporpamMmmHoe obecrieye-
HUE Ul TUCKPETHO-COOBITUIHOIO MOJEIUPOBAaHUS KOMIIBIOTEPHBIX CeTel, oOecrneunBaroiee Bbl-
COKYI0O TOYHOCTb aHaJIM3a IMPOTOKOJIOB M TOIOJIOTUH B I'E€TEPOTrE€HHBIX CUCTEMAaX, TAKMX KaK CEeTU
IIoT. B NS-3 6p11a cmoenupoBana ceth u3 S50 y3710B, BKIIOYAIONIAs CEHCOPHI, aKTyaTOPhI U IILITIO-
3bl C Pa3JIMYHBIMU XapaKTEPUCTUKAMU (IIPOIYCKHAs! CIIOCOOHOCTb, SHEPTONOTpedIeHUE, TUIIbI Tpa-
¢uka). TecTupoBaHuE MPOBOJWIOCH C U3MEPEHUEM TaKUX IOKa3zaTeseil KadecTBa, Kak 3aJepikKa,
SHEPronoTpedIeHne, yCTOWIMBOCTh K COOSIM U aTaKkaM, B CIEAYIOMINX CIICHAPHUSIX:

— HOpMaJIbHOM paboThI;

— pexum c6oes (1o 30 % y3110B);

— pexum kubepatak (DDoS, «uépHas 1pipay).

Mogens GNN, unTerpupoBanHas B NS-3 depe3 Mojap30BaTeIbCKUE MOJIYIH, ONTUMUA3UPOBAJIa
MapIpyThl, MUHUMU3HPYs yHKIUIO 1toTeps (1), ¢ Becamu a, B, y, 10J0OpaHHBIMU I'PaJUEHTHBIM
CIIyCKOM.

Beca a, B, y HopmupoBans! (o + f + vy = 1), mogOupanucek B IBE CTaJAUH: TEPBOHAYAIHHBIN TI0-
HCKOBBIN TIepe0op MO CeTKE 3HAYCHHM C TMOCJICYIONIEH TOHKOH HACTPOMKON METOA0OM IpaJMeHTHO-
ro CIIyCKa Ha CHHTETUYECKUX U ITAJOHHBIX clieHapusax B NS-3. Jlnsg npeacraBieHHbIX B Tabauie 1
pe3ynbTaToB Hcmob3oBaHbl 3HaueHus o = 0,30, B = 0,45, y = 0,25, urto oTpakaeT NpUOPUTET CHU-
KEHUS 3aJIep’KEK MPU COXPaHEHUU BBICOKOTO YpOBHA Oe3omnacHocTy U sHepro3ddexruBHocTu. [Ipn
HEOOXOIUMOCTH BECa MOTYT CMEIIAThCSl B CTOPOHY DHEProcOepexeHus Wik 0€301acCHOCTH, B 3aBH-
CUMOCTHU OT TpeOOBaHUM MPUIIOKEHHUSL.

Pesynbratel, noarBepkaénnbie B NS-3, nmokasaiu cHukeHue 3ajepxkek Ha 15 — 20 % (45 mc
npotuB 55 mc u 60 mc gt AODV u RPL) u suepronorpebnenust Ha 10 — 15 % (2,5 Bt npotus
2,9 Bt u 3,0 BT), a Takke moBbIIIIEHUE YCTOMUMUBOCTH K c00siM (95 %) u atakam (90 %), uto ne-
MOHCTpUPYET 3(PPEKTUBHOCTH NPEATI0KEHHON Moaenu B rereporeHHbix [loT-cersx.

CpaBHEHHME CpeAHEH 3aJepKKHU Tepeaadd makeToB (Mc) st npemtoxeHHor moaenmun GNN,
AODV u RPL nmpou3Boauiochk B pa3IMdHbIX CIIEHAPHUAX: HOpMaIbHas paboTa, coon, ataku DDoS.
[Tonmy4yenHnsie pe3yabTaThl A clieHapus ataku DDoS npogeMoHCTpupoBaHbl HA pPUCYHKE 2.

70 GNN
AODV
—+— RPL

65
60
55
50

45 i)S Mc, 2.5 BT

CpepnHsia 3aflepXXKa nepefayun nakeTos (Mc)

40

10 15 20 25 30 35 4‘0 4'5 Sb
KonuvecTtso y3nos

Pucynok 2 — I'pa¢ux 3aBUCMMOCTH cpe/iHell 3a1epKKHU OT YHCJIa Y3J10B JIS1 Pa3HBIX MPOTOKOJIOB
Figure 2 — Graph of average delay as a function of the number of nodes for different protocols

CpaBuenue GNN, AODV u RPL no merpuxam: 3anepxka (mc), sHepromnotpednenue (BT),
yCTOWYMBOCTH K c005iM (% MOTEpSHHBIX AKETOB), YCTOMYMBOCTh K aTakaM (ycCHelHoe 0OHapyxe-
Hue, %) oTpaxkeHsl B Tabnuue 1 g ciaydast 30 y3ios.
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Tab6auua 1 — CpaBHenne GNN, AODV u RPL no Mmerpukam
Table 1 — Comparison of GNN, AODV, and RPL by metrics

TpoToko 3agepxka, | DHepromnoTpedIeHue, YceTouanBOCTh VY CeTOMYMBOCTD
(mc) (Br) K c60sM, (%) K atakam (%)
GNN 45 2.5 95 90
AODV 55 2,9 85 70
RPL 60 3,0 90 75

Pesynbrarel TecTupoBanus Moaenu (Tabmuiie 1) MOATBEP)KAAIOT CHIDKCHHUE 3aJIEPIKEK U DHEp-
rornoTpebIeHus, a TaK)Ke YCTOMYMBOCTD MOJIETH K COOSIM U aTaKaM.

JJ11 KOJTM4ECTBEHHOM OLIEHKH KOMILIEKCHOM 3(ppeKTUBHOCTH paccunTaH 0000IEHHBIN TOKa3a-
Tenb L Ha oCHOBE MaHHBIX TaOIUIBl 1 1 HOPMUPOBKH, OnMcaHHOM B hopmyie (1).

Jns GNN:

S=90—090

P=0, SX(I—ﬁj (
100

E=

] 0,50x0,55+0,5%x0,95=0,75;

2,5 _

L=0,3-0,9+0,45-0,75+0,25- 0,167~0,27+0,3375+0,04175~0,649.
s AODV:

S—70—070

P=0,5- (1—%) +0 5(1——]:0,50-0,45+0,5-O,85:0,65;

E=

L=0,3-0,7+0,45-0,65+0,25-0,033~0,21+0,2925+0,0825~ 0,51075.
Jnsa RPL:

S = 75 —=0,75;
100

(1——) 0,50-0,40+0,5-0,80=0,60;

P=0,5- (1 —ﬂ]
100
~0;
L=0,3-0,75+0,45-0,6+0,25-0~0,225+0,27 +0 ~ 0,495.

Bbonee Bricokoe 3nauenue L st GNN (0,649 nportus 0,511 gns AODV u 0,495 nuis RPL) yxka-
3BIBACT Ha JIYUNIYI0 KOMIUIEKCHYIO 3((EKTUBHOCTH, TIOCKOJIBKY L MHTEepHpeTHupyercss Kak B3Be-
[ICHHAsl CyMMa HOPMaJIM30BaHHBIX MTOKa3aTelel (BhIIIe — JTydIle, P MaKCUMU3aIluK OallaHca).

TectupoBanne METOJOB 3aIIUTHl MHUKPOKOHTPOJUIEPOB MPOBOAMIOCH B smyisarope QEMU,
umutupytomem STM32 B cpeae [loT. LSTM o6HapyxuBaer aHomMaiuu (Hanpumep, MONbITKA He-
CaHKIIMOHUPOBAHHOTO JIOCTYIA) C TOUYHOCTHIO 95 % mpu 3agepxkke oopadotku 10 mc. Kpunrorpa-
¢budeckuii Moayap 0OecreynBaeT 3aluTy MPOIIKUBOK ¢ 3HepronoTpedienuem menee 0,5 B, uyto Ha
20 % uuxe ananoros Ha AES.

TectupoBanue Mo OTCIICKUBaHUS 00BEKTOB MpoBeneHo Ha miatgopme Hyperledger Fabric
¢ 100 RFID-metkamu. TouHocth otcnexuBanusi cocraBmia 90 %, sHepronorpedieHHe — MEHEe
5 Bt (nHa 30 % Hmxke aHanoros). 3aepikka 3anucu B O0yok4yeiH — 50 Mc, 4yTo mpuemiieMo s pe-
JIbHOTO BPEMEHHU.
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Anroput™m komiuiekcHo# oueHku 3ddexruBHocTu [IoT BritouaeT B cebst cOop U HOpManu3a-
LIMIO [TOKa3aTeseil kauecTBa, BblunciaeHne 3(p(HEKTUBHOCTH U MPOTHO3UPOBAHKE IPPEKTUBHOCTH C
TOYHOCTBIO 90 %, 4TO MOATBEpXKIEHO TecTupoBaHHMeM B NS-3, oOecrieunBaromuM BBIOOP OINTH-
MaJIBHBIX TEXHOJIOTHH AJis reteporeHHsix [loT-cucrem.

ANroput™ peanu3oBaH C MCIOJIb30BAaHHEM MAalIMHHOIO 00ydeHus (perpeccus) Ajs IpOTrHO3U-
poBaHus 3PPEKTUBHOCTU Ha CUHTETUYECKUX JaHHbIX [19-21].

TecTupoBaHue MpoBeAeHO HAa cUHTeTHYeckuX Habopax naHHbIX (1000 cuenapuen). TouHOCTH
nporHosa 3¢dexruBHoctu cocraBuna 90 %, uro Ha 5 % BbIlIe PE3yNbTATOB, MOJYYEHHBIX C HC-
10JIb30BaHKEM 0a30BBIX METOJIOB (HaIpUMeEp, JTMHEHHON perpeccuu U MEeToJia OIIOPHBIX BEKTOPOB,
SVM). HoBuzHa Takoro mojxoja BbIPaKEHA B KOMIUJIEKCHOW OIIEHKE, YUMTHIBAIOIIEH TP KITHOYe-
BBIX I0Ka3aTeNsl Ka4eCTBa U aIallTUBHOCTH K rereporeHHsM [loT-cuctemam.

[TonyuenHble pe3ynbTaThl MMOKa3bIBalOT, 4To MpoTokos GNN pacronaraercs Ha TpaHUIE, Ha
KOTOpPOIl HU OJUH IOKAa3aTelb CUCTEMbl HE MOXKET ObITh yNydlleH Oe3 yXyAUIeHHs Kakoro-Inbo
Jpyroro rnokasaress, ooecrneynBas 0OJHOBPEMEHHO MHHHUMAJIbHbIE 3HAUEHHUS 3aJCPKKU U SHEPro-
NOTpeOJIeHNs IPU COXPAHEHUH BBICOKOTO YpOBHS ycToilunBocTH K arakaM. IIporoxosist AODV u
RPL xapakrepusyrorcss OOJbIIMMH 3a7iepKKaMU U dHepro3arpaTaMu npu 0ojiee HU3KON yCTONUH-
BOCTH [22-24].

CpaBHeHHE MPEAJIOKEHHOTO ajIropUTMa C aHAJIOTaMU MO TOYHOCTH, BPEMEHHM BBIYHUCICHUHN U
MPUMEHUMOCTH K T€TEPOre€HHbIM CETAM OTPA’KEHO B TaOJMLE 2, YTO MOAYEPKUBAET MMPEUMYILECTBA
KOMIUIEKCHOM OLIEHKH.

Tab6auua 2 — Tabnuna cpaBHeHUs! AITOPUTMOB

Table 2 — Metric Comparison Table

Anroputm TouHnocTh, % Bpewms Beranciienus, Mc I'eTreporenHocTs
[IpenioxkeHHbIi 90 50 Ha
Jluneiinas perpeccust 85 60 Her

[IpennokeHHbli anropuT™ MO3BOJISIET ONTUMHU3UpPOBaTh NpoektupoBanue IloT-cucrem, BbIOU-
pasi TEXHOJIOTHH C Y4€TOM OanaHca 6€30MacHOCTH, SHEPTOMOTPEOIECHUS U TPOU3BOIUTEIIHBHOCTH.

Pazpaborana cucremarnueckas kiaccudukaius npoTokosioB u Texnonorui lloT, ocHoBanHas
Ha UX OIIEHKE MO TPEM KJIIOYEBBIM IOKa3aTessiM: 0€30MacCHOCTH, SHEPTONOTPEOICHUIO U TIPOU3BO-
mutenbHoCTH. Kimaccudukanus Bimrodaet npotokosisl (MQTT, CoAP, RPL, AODV) u texnosnoruu
(RFID, LoRaWAN, NB-10T), koTopsie OblIN CTPYKTYPHUPOBAHbI C UCIIOJIb30BAHUEM METO/1a aHAJIU-
3a uepapxuit (MAMU, Analytic Hierarchy Process, AHP). IIpumenenne MAU no3Bonumiio BbIION-
HUTh PAH)KUPOBAHUE IO CIEAYIOUIUM IpHU3HaKaM: O€30MacHOCTh, OLEHUBAaEMasi YCTOMUHUBOCTBIO K
atakam (Hanpumep, MITM, DDoS); sHepronoTpebieHre, BbIpa)KEHHOE CPEAHUM IOTpedsieHueM
SHEPruu Ha Yy3ej; MPOU3BOAUTEIBHOCTh, ONpENeseMas 3aJepKKaMU M IMPOIYCKHOM CHOCOOHO-
cThto. JlaHHas kiaccuguKkanus 1Mo3BoJisieT 000CHOBAHHO BbIOMpATh ONTHUMAJIbHBIE PELIEHUs IS
rereporeHHbix [loT-cuctem ¢ yuérom ux cnenudpuueckux TpeOOBaHUM U yCIOBUM SKCILTyaTal[UH.

CocraBiieHa TaOiMIla, CBS3BIBAIONIAS MPOTOKOJBI W TEXHOJOTUM C MeTpukamu (Tabmuma 3).
[TpoToxon CoAP moxkazan Beicokyto sHEprodddextuBHocTh (0,3 BT), HO HU3KYIO YCTOMYHUBOCTH K
atakam, Torga kak RPL nyume crnpasisiercss ¢ 6€30MacHOCTbIO, HO UMEET 3aJiepKku 10 60 mc.
Knaccudukanus mo3BossieT BEIOpaTh ONTUMATBHBIC TEXHOJOTHH 711 KOHKpETHBIX ciieHapues [1oT.

B Tabnune 3 npueneno cpasHenue npotokosioB (MQTT, CoAP, RPL, AODV) no tpém mer-
pHUKaM.

Ta6auua 3 — Tabauma cpaBHeHUsI MPOTOKOJIOB

Table 3 — Metric Comparison Table

[TpoToxoJIBI bezonacuocts, % Duepronotpebdienue, Bt 3agepxKKa, MC
MQTT 80 0,5 30
CoAP 70 0,3 25
RPL 85 0,7 60
AODV 75 0,2 100
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HoBuzna Takoro mojaxoja BblpakeHa B yuéte rereporeHHoctd IloT B kinaccudukanuu u uHTeE-
rpanyy TPEX METPUK U1 KOMIUIEKCHOTO aHaIU3a.

3akjaoueHue

B craTthe npemioxkeHa Meroarka pa3pabOTKU aJalTUBHBIX MAaTEMaTHUYECKUX MOJIENENH U alro-
PUTMOB ISl oOecriedeHus: kubephrusndeckoit 6€30MacCHOCTH U ONTUMHU3AINN B3aUMOICHCTBHS HH-
TEJUIEKTYyaJIbHbIX OOBEKTOB B ceTsX npombinuieHHoro Murepuera Bemeit (11oT), Bxirouaromias Mo-
JIeNib yIpaBJICHUSI CETEeBbIM TpaduKOM Ha ocHoBe IpadoBbix HeHpoHHBIX cerel (GNN), MeToibl
Kk10ep0e301acHOCTH MUKPOKOHTPOJIJIEPOB € IpUMeHeHHneM MamuHHOTro oOyuenus (LSTM) u kpun-
Torpaduyeckoi 3amuThl, a Takke Mojenb uarerpanuu RFID u O6nokdeiiHa /Ui BBICOKOTOYHOTO
OTCIIEKUBaHUSI 0OBEKTOB, MPU YCIOBUU F€TEPOr€HHOCTH CETEH M yueTa KJIFOUEBBIX METPUK IIPOU3-
BOJUTENILHOCTH, O€30MaCHOCTH U SHEPrONOTPeOIeHNUS, TOATBEPKIEHHBIX TECTUPOBAHUEM B Cpeliax
NS-3, QEMU u Hyperledger Fabric.

[IpuknanHoe 3HaYEHUE MOJYYEHHBIX PE3YJIbTATOB 3aKJIIOYAETCS B UX UCIIOJIB30BAHUU JUIS IIPO-
eKTUPOBaHUS U oNTUMHU3aLMU peanbHbIX [loT-cuctem B oTpacisx NMpOMBIIUIEHHOCTH (Hampumep,
CUCTEMbl MOHUTOPHUHIA), JJOTUCTUKH (HampuMep, LETIOYKU [TOCTABOK U YMHbIE CKJIAJbl) U KPUTHYE-
ckoi MHGPACTPYKTYpHl (HAapuUMep, aBTOMATH3AIMs MPOU3BOJCTBA), T MpeasiaraeMble MOICIH
MO3BOJISIIOT CHU3UTH PUCKU KUOEpyrpo3, MUHUMH3UPOBATh IHEPro3arparbl U IOBBICUTH OOLIYIO
3¢ (dEeKTUBHOCTb CUCTEM, CIOCOOCTBYS IU(PPOBU3ALMH ITPOU3BOJICTBA U MOBBIIIEHNIO KOHKYPEHTO-
CIIOCOOHOCTH MPEANPUATUH.
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The task of developing adaptive mathematical models and algorithms for ensuring cyber-physical secu-
rity and optimizing the interaction of intelligent objects in industrial Internet of Things (IloT) networks is
considered. The aim of the work is to create energy-efficient and fault-tolerant solutions for managing net-
work traffic, protecting microcontrollers, and tracking objects. An adaptive traffic control model based on
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graph neural networks (GNN) has been developed, which reduces delays by 15-20% and power consumption
by 10-15% compared to AODV and RPL protocols, and has been tested in NS-3 environment. Microcontrol-
ler cybersecurity methods have been proposed, including machine learning algorithm (LSTM) for anomaly
detection with 95% accuracy and cryptographic protection of firmware, which have been tested on STM32
platform in QEMU emulator. A model for integrating RFID and blockchain for object tracking with 99%
accuracy and less than 5 W of power consumption has been developed and tested on Hyperledger Fabric. An
algorithm for comprehensive assessment of lloT performance has been created, combining security, power
consumption, and performance metrics with 90% prediction accuracy. The impact of network heterogeneity,
protocol parameters, and technologies on key performance and security metrics have been identified. The
practical significance lies in the ability to select optimal technologies and improve the security and efficiency
of lloT systems.

Key words: industrial Internet of Things (IloT), adaptive mathematical models, cyber-physical security,
graph neural networks (GNN), machine learning (LSTM), routing, energy efficiency, microcontroller cyber-
security, cryptography, RFID, blockchain, Hyperledger Fabric, comprehensive assessment, protocol classi-
fication, NS-3, STM32, QEMU.
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